
  

 

 
 

INFORMATION SECURITY MANAGEMENT SYSTEM 
 

 

Korozo Group has maintained an Information Security Management System since 2016.  

 

Alongside the concepts of confidentiality, integrity and availability, up-to-date risk analysis 

are carried out while ensuring the continuity of the Management System. The system is 

managed considering today’s technologies, cyber security, cyber resilience, laws and 

regulations. 

 

Business controls, individual, physical and technology controls are carried out 

meticulously along with main controls of Information Security Management System. As a 

result of Korozo Group’s comprehensive view on Information Security, all staff is regularly 

trained on awareness. Korozo also deeply cares about information security performance 

of its stakeholders when it comes to selection of suppliers and business partners and 

cooperates with both stakeholders and public authorities on information security 

management system related matters.  

 
While managing information assets, we define the security value, requirements and risks 

of these assets and develop appropriate controls to mitigate security risks. We maintain 

our Information Security Management System considering business continuity, cyber 

security and resilience as well as national or industry related regulations, legislations, 

obligations arising from agreements, corporate responsibilities to internal and external 

parties.   

 
Information security goals and continuous improvement as well as our efforts in the cyber 

arena are viewed as part of our commitment to respecting our planet and responsibilities 

in the climate crisis.  
 
 

 

Korozo Group Companies 

Korozo Ambalaj San. ve Tic. A.Ş. 

Korozo Dış Ticaret A.Ş. 

Sareks Ambalaj San. ve Tic. A.Ş. 

Koroplast Temizlik Ambalaj Ürün San.ve Dış Tic. A.Ş. 
 
 
 

 

Adam Barnett 
        CEO 

 
 

 
Effective as of 20.08.2024. 

(F
O

R
M

 N
O

: K
0

B
G

0
1

 0
8

/2
4 

R
EV

.: 
3)

 


